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The Advanced Analytics Dashboard

Notable users require
investigation - they are
exhibiting a high degree
of abnormality in their
behavior
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Quick Investigations of Notable Users
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User details are
displayed to provide
analysts context
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Rapid Incident Investigation with Pre-built Timelines
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Easy Access to Normal Behavior Puts Anomalies into Perspective
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Determine Asset Usage and De Facto Owners via Asset Modeling
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Incident Timelines include Lateral Movement

T This symbol indicates a change in credentials, and activity
- performed using those credentials
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Behavioral Modeling and Peer Grouping Yield Accurate Detection Results
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Threat Hunting Based on User Sessions

Searches are performed via a point-and-click interface. Simply select criteria from the dropdown menus and hit search.
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Threat Hunting Based on User Sessions

The results show all sessions which match the search criteria. Each session has a pre-built incident timeline.
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Threat Hunting Based on User Sessions
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Operational Efficiency: Alert ID Context
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